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Generous Brands  

U.S. Privacy Notice 

Effective Date: 07/01/2025 
 
For a printable version of this Privacy Notice, please click here.  
 

1. INTRODUCTION  

PURPOSE OF THIS PRIVACY NOTICE 

Welcome to Generous Brands LLC’s U.S. Privacy Notice (“Privacy Notice”). In the ordinary course of  its business 
Generous Brands (“Generous Brands,” “us,” or “we”) may collect, receive, store, and process the personal data of  
individuals. This Privacy Notice applies when you visit our Websites at www.generousbrands.com, 
www.bolthouse.com, and www.evolutionfresh.com (together, the Websites).  This Privacy Notice also applies to 
California residents acting in their capacity as prospective clients, business contacts, or when they apply for a position 
with us.  
 
This Privacy Notice does not apply to:  

• Any specif ic contracts agreed to by the parties and relationships that may be governed by further privacy 

agreements. If  you are engaging with us on behalf  of  your employer, others in your company, or are otherwise 
providing the personal data of  others, by engaging with us, you certify that you have obtained the consent of  the 
other individual to provide that individual’s personal data to Generous Brands. 

• Our Websites may, f rom time to time, include links to third -party websites, plug-ins and applications. Clicking on 
those links or enabling those connections may allow third parties to collect or share personal data about you. 
We do not control these third-party websites and are not responsible for their privacy practices. When you leave 
our Websites, we encourage you to read the privacy notice of  every website you visit. 

 

CHANGES TO THIS PRIVACY NOTICE 

From time to time, Generous Brands may update or revise this Privacy Notice, which become ef fective on the date the 
updated Privacy Notice is posted to our Websites. Please check back f requently to see any updates or changes. Where 
required by law, we will obtain your consent or make reasonable ef forts to provide at least 30 days’ notice prior to any 
material revisions taking ef fect, so please ensure that any personal data we hold about you is accurate and current.   

 

2. NOTICE AT COLLECTION 

We may collect or process dif ferent kinds of  personal data, depending on how you interact with our Websites, or when 
you apply for a position with us. We may collect: Identif iers; Commercial Data; Financial Data; Internet or Other Network 
Activity; Audio, Electronic, Visual, or Similar Data; Location Data; Content of  Communications; Demographic Data; 
Video Viewing History; and any other personal data you provide to us or we and third parties collect when you interact 
with us. For job applicants, we and third party employment services acting on our behalf , may also collect Professional 
or Employment Data; Education Data; and any other personal data you provide to us during the application process. We 
may also collect Sensitive Personal Data, such as your account login and password, and f rom job applicants, we may 
also collect Social Security number, driver’s license, state identif ication card, or passport number; health information or 
disability status; criminal history; and citizenship or immigration status. We may use any of  this personal data collected 
to create inferences about you. We do not knowingly collect personal data f rom children (def ined as individuals under 
the age of  16).  

Personal data collected is used for: internal business purposes  and basic business operations; improving our Websites 
or services; advertising and marketing; security; and legal compliance. Job  applicant personal data is also used to 
manage and consider your application, for pre-employment screening, and to provide information to you about 
additional career opportunities.   

We may disclose the personal data collected f rom you: within Generous Brands; with service providers, vendors or 
agents; to third parties during a change in ownership, such as a merger or bankruptcy; with law enforcement agencies, 
courts, regulators, government authorities when legally required to do so; with our social media partners; or where we 
have received your direction or consent to the disclosure of  your personal data.   

We retain and store your personal data as long as necessary for the intended purposes and in line with our data 
retention policy. Please review the sections below for more specif ic information about what kinds of  personal data we 
collect and how we use it, whether we sell or share your personal data, how we use, communicate, disclose and 
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otherwise process your personal data, what rights you may have and how to contact us.  If  you have a general question, 
including about our collection of  your personal data, please see the “Contact Us” section below or click here. 

3. THE PERSONAL DATA WE COLLECT ABOUT YOU 

Personal data, also referred to as “personal information” under certain laws, means any information that identif ies, 
relates to, describes, is reasonably capable of  being associated with, or could reasonably be linked, directly or 
indirectly, with a particular individual or household.  

We, or third parties acting on our behalf , may collect, use, store, disclose, and transfer the following categories of  
personal data about you, as follows: 

▪ Identifiers, such as f irst name, last name, email address, mailing address, telephone number, username, or similar 

identif iers. 

▪ Demographic Data, including date of  birth and gender. 

▪ Commercial Data, such as records of  services considered.   

▪ Financial Data includes f inancial account and payment card details. 

▪ Professional or Employment Data, such as your employer name; employee email; employee telephone number; 

and job title. 

▪ Internet or Other Electronic Network Activity, such as internet protocol (IP) address; your login data; device ID; 
browser type and version; time zone setting and location; browser plug-in types and versions; operating system and 
platform; internet activity or social media activity; web pages visited; and information about how you interact with or 
access our Websites or other online content. We may also collect personal data about your interactions with 
communications we send electronically. 

▪ Geolocation Data, such as an IP address that helps identify your general location.  

▪ Content of Communications, includes the content of  your phone calls, texts, or emails when you contact us, including 
your preferences in receiving communications f rom us. 

▪ Audio, Electronic, Visual, or Similar Data,  such as voice recordings when you contact customer support.     

▪ Inferences, which is personal data derived f rom other personal data which ref lects your preferences, characteristics, 
or other attributes.  

▪ Sensitive Personal Data, such as your account login and password.  

▪ Other Personal Data, including any other personal data you may provide to us.   

 

ADDITIONAL PERSONAL DATA COLLECTED FROM JOB APPLICANTS  

▪ Professional or Employment Data, such as your employer name; employee email; employee telephone number; 
employment history; and job title. 

▪ Education Data, including education history; education transcripts; level of  education; and professional certif ications.    

▪ Sensitive Personal Data, such as such as Social Security number, driver’s license, state identif ication card, or 
passport number; health information or disability status; criminal history f rom a background check and citizenship or 
immigration status. 

▪ Other Personal Data, including any other personal data provided during the job application process, such as details 
about the type of  employment you are seeking; current or desired salary; criminal history provided in a background 
check; and information related to any assessments you may take as part of  the applicant screening process or any 
information provided by professional references. 

 

CHILDREN’S PERSONAL DATA 

Our Websites and services are designed and intended for individuals aged 16 and older. If  we learn that we have 
collected personal data f rom an individual under the age of  16 (a “child”), we will delete that personal data within the 
timeframe required by applicable law.  

 

DEIDENTIFIED DATA 

The term “personal data” does not include deidentif ied data, which is data that cannot be reasonably used to infer 
information about you or otherwise be linked to you. We maintain and use any deidentif ied data in deidentif ied form and 
will not attempt to reidentify that information.  

 

4. HOW IS YOUR PERSONAL DATA COLLECTED? 
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We use dif ferent methods to collect data f rom and about you, including through:  

▪ Direct interactions. You may give us your personal data when you, f ill in forms; communicate with us by mail, 
phone, email, or sign up for a newsletter; apply for a position with us; or provide us with feedback. The categories 
of  personal data collected directly f rom you may include your Identif iers; Demographic Data; Commercial Data; 
Financial Data; Professional or Employment Data; Education Data; Content of  Communications; Audio, Electronic, 
Visual, or Similar Data; Sensitive Personal Data; and Other Personal Data.  

  
▪ Cookies and similar online tracking technologies. We may automatically collect personal data indirectly f rom 

you via cookies and similar online tracking technologies (see “Cookies” section below) when you interact with our 
online properties, such as our Websites or social media pages. This collection may include your Identif iers; Internet 
or Other Network Activity; and Geolocation Data.  

 
▪ Service providers, third parties, or publicly available sources. We may receive personal data about you f rom 

various third parties, such as your employer; via social media platforms (such as LinkedIn); job recruiters, job search 
engines, and third party employment websites, services, and apps; and marketing partners. We may also perform 
an Internet search to review any public-facing social media pages or websites that contain your personal data. This 
collection may include your Identif iers; Demographic Data; Professional or Employment Data; Education Data; 
Content of  Communications; Internet or Other Network Activity; Geolocation Data; Audio, Electronic, Visual, or 
Similar Data; Sensitive Personal Data; and Other Personal Data.    

 

5. COOKIES AND SIMILAR ONLINE TRACKING TECHNOLOGIES 

Our Websites use cookies, Software Development Kits (“SDKs”), web beacons, pixels, or other online tracking 
technologies (collectively, “cookies”) when you visit or interact with our Websites and other online properties. These 
tools help us to provide you with a good experience when you browse our Websites and also allows us to improve our 
Websites and online services. 

 
How long these cookies stay on your device depends on what they need to do. For example, some cookies only work 
while you are visiting our Websites and get deleted when you are done (session cookies). Others may stay on your 
device unless you choose to delete them (persistent cookies). Cookies may be placed by us (f irst party cookies) or by 
other businesses (third party cookies) when you visit our Websites or other online properties.  

The cookies used by us are based on the International Chamber of  Commerce guide for cookie categories: Strictly 
Necessary, Performance, Functional, and Targeting. We may use the following cookies: 

▪ Strictly necessary cookies. These are cookies that are required for the operation of  our Websites. They include, for 
example, cookies that enable you to log into secure areas of  our Websites or areas requiring your acknowledgment 
or consent to proceed. 

▪ Analytical/performance cookies. These cookies f rom third party services allow us to recognize and count the 
number of  visitors and to see how visitors move around our Websites when they are using it. This helps us to improve 
the way our Websites work, for example, by ensuring that users are f inding what they are looking for more easily. 

▪ Functionality cookies. These are used to recognize you when you return to our Websites. This enables us to 
personalize our content for you, greet you by name or remember your preferences (for example, your choice of  
language or region). 

▪ Advertising/Targeting cookies. These cookies record your visit to our Websites, the pages you have visited and 
the links you have followed. We will use this information to make our Websites more relevant to your interests. We 
may also share this information with third parties for this purpose. 

YOUR COOKIE CHOICES 

▪ Google Analytics: To help facilitate the delivery of  relevant content, we use Google Analytics cookies to report on 
user interactions on our Websites. Google provides a complete privacy policy and instructions on opting out of  
Google Analytics here:  https://www.google.com/intl/en/analytics/privacyoverview.html. Note that the opt-out is 
specif ic to Google activities and does not af fect the activities of  other ad networks or analytics providers that we may 
use. 

▪ Social media pixels: We also use social media pixels to measure your use of  our Websites, tailor our Websites to 
your interests, and improve our Websites. Please note, Facebook can connect personal data collected via the 
Meta Pixel with your Facebook account and use it for its own advertising purposes, in accordance with Meta’s 
Privacy Policy which can be found at Facebook.com/about/privacy/.   

▪ Browser Signals: The "Do Not Track" ("DNT") privacy preference is an option that may be made in some web 
browsers allowing you to opt-out of  targeting by Websites and online services. At this time, global standard DNT 
technology is not yet f inalized and not all browsers support DNT.  

▪ Browser Settings: You may be able to block cookies by activating the setting on your browser that allows you to 
refuse the setting of  all or some cookies. Check your browser’s HELP menu to learn the correct way to change or 
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update your cookies. You can also visit www.aboutcookies.org which contains more information on how to do this 
on many dif ferent browsers. Please see your mobile phone’s manual for information on how to do this on your 
phone’s browser. Please note that if  you use your browser settings to block all cookies (including strictly necessary 
cookies) you may not be able to access all or parts of  our Websites. 

 

 
6. HOW WE USE YOUR PERSONAL DATA 

We will use your personal data in the following circumstances:  

▪ To communicate with you about the services we provide or respond to your inquiries.  

▪ Where we need to comply with a legal or regulatory obligation. 

▪ For internal business purposes, such as to administer and maintain our business and Websites (including 
troubleshooting, data analysis, testing, system maintenance, support, reporting and hosting of  data).  

▪ To use data analytics to improve our Websites, products/services, marketing, customer relationships and 
experiences. 

▪ For marketing or advertising purposes.  

▪ To make suggestions and recommendations to you about services that may be of  interest to you.  

▪ To create deidentif ied, statistical, or aggregate data.  

▪ To facilitate your participation in Generous Brands hosted events.  

▪ To monitor and protect our Websites, services, and employees, as well as to stop any activities that may be 
f raudulent or illegal, for debugging purposes, and to protect the security of  the Websites and the data we have 
collected.  

▪ To evaluate your candidacy when you apply for a position with us.  

 
Please note that we may use Artif icial Intelligence (“AI”) when processing personal data for the purposes set forth 
above.  
 

7. DISCLOSURES OF YOUR PERSONAL DATA 

We may have to disclose your personal data to the following recipients:  

▪ Employees within the Generous Brands group.  

▪ Service providers, vendors, contractors, or other third parties who assist us with our business operations, such 
as to respond to your communications or inquiries, or our website analytics vendors.  

▪ Law enforcement, regulators, or government agencies when necessary to comply with applicable law, legal 
process, or lawful requests.  

▪ During a change in ownership, such as a merger or bankruptcy, where your personal data may be reviewed and 

transferred along with other business assets. 

▪ With our social media partners (such as LinkedIn), to help us deliver personalized content, promotional 
messages, and advertisements that align with your interests and preferences .  

▪ Any other parties where we have received your direction or consent to the disclosure of  your personal data.   

▪ Professional contacts you have provided as references when you apply for a position with us.  

▪ Your employer when you are acting on behalf  of  a business.  

 
SALE OR SHARING OF PERSONAL DATA  

 
We work with third party advertising and analytics partners and social media sites, and these partnerships may be 
considered a "sale" or "sharing" under the California Consumer Privacy Act, even though no money changes hands. For 
example, when you visit or interact with our Websites or a webpage where cookies are present, that may be considered 
a "sale" or "sharing" of  your personal data. Information that we may “sell” or “share” includes your identif iers, Generous 
Brands does not knowingly sell or share the personal data of  children (def ined as individuals under the age of  16).   
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8. DATA SECURITY AND INTERNATIONAL DATA TRANSFERS 

We maintain appropriate organizational, technical, administrative, and physical security measures to protect your personal data 
f rom accidental loss, use, unauthorized access, alteration, or disclosure. In addition, we limit access to your personal 
data to those employees, agents, contractors and other third parties who have a business need to process your personal 
data. Please note that no data transmissions over the internet are 100% secure, so we cannot guarantee the security of any 
personal data you provide to us. You understand that any personal data you send is at your own risk.  

We have put in place procedures to deal with any suspected personal data breach and will notify you and any applicable 

regulator of  a breach where we are legally required to do  so. If  we learn of  a personal data breach, we may attempt to 
notify you, including electronically, so that you can take appropriate protective steps. By using the Websites or providing 
personal data to us, you agree that we can communicate with you electronically regarding security, privacy and 
administrative issues relating to your use of  the Websites. We may post a notice via our Websites if  a personal data 
breach occurs. We may also send an email to you at the email address you have provided to us in these circumstances. 

In order to communicate with you about content, the personal data that we collect f rom you may be transferred to, stored, 
used, and processed by Generous Brands or one of  our service providers, which may be based in the United States or 
outside of  the United States. If  you are visiting f rom the European Economic Area or other regions with laws governing 
personal data collection and use that may dif fer f rom United States law, please note that the laws of  the United States 
may not provide the same level of  protection of  personal data as your home country, particularly if  you are resident in 
the European Economic Area. If  you do not want your personal data transferred to the United States, please do not 
share your personal data with us.  

9. DATA RETENTION 

We will only retain your personal data for as long as necessary to fulf il our business interests, including for the purposes 
of  satisfying any legal, accounting, or reporting requirements.  

 

10.  DISLAIMER REGARDING VIDEO CONTENT  

Our Websites may contain video content, audiovisual content, or content of  a like nature (collectively, “Video 

Content”). In connection with our provision of  Video Content, our Websites may utilize online tracking technologies 

and code-based tools, including, but not limited to, Sof tware Development Kits (“SDKs”), pixels, and cookies (i.e., 

advertising or analytics cookies) that track information about your activity and webpage-viewing history on the 

Websites (collectively, “cookies”). Cookies on the Websites may result in information about your activity on our 

Websites being transmitted f rom your browser to us and third parties, which, in turn, may result in the display of  

targeted advertisements on third-party websites, platforms, and services, including advertisements for our content. 

In addition, whether cookies on the Websites result in your browser’s transmission of  information to third parties 

depends on a number of  factors that may be outside of  our knowledge or control, including what third -party 

websites you use, what personal data you have provided to such third parties, and whether (and the extent to 

which) you have limited the use of  cookies by the operators of  those third -party websites, platforms, and services. 

 

11.  YOUR PRIVACY RIGHTS 

OPTING OUT 

You may sign-up to receive email or newsletters or other communications f rom us. If  you would like to discontinue 
receiving this information, you may update your email preferences by using the “Unsubscribe” link found in emails 
we send to you or by contacting us via the contact information below. If  you unsubscribe, you may still receive 
transactional or relationship emails f rom us. 

 

ADDITIONAL RIGHTS FOR CALIFORNIA RESIDENTS 

California residents, under the California Consumer Privacy Act (“CCPA”), have the following rights, subject to 

some legal exceptions:  

▪ Right to know and access information about the categories and specif ic pieces of  personal data we have 
collected about you, as well as the categories of  sources f rom which such information is collected, the purposes 
for collecting such personal data, and the categories of  third parties with whom we share such personal data . 
You may also have the right to know if  we have sold or disclosed your personal data, and to whom. You may 
also request to receive a copy of  the personal data we have collected, which we will provide in a readily usable 
electronic form. 

▪ Right to delete your personal data. 

▪ Right to correct your personal data if  inaccurate.  

▪ Right to opt out of the sale or sharing for cross-contextual behavioral advertising purposes of  your 
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personal data to third parties.  

▪ Right to limit the use and disclosure of  your sensitive personal data if  we use such personal data to infer 
characteristics about you.  

▪ Right to withdraw consent at any time where we are relying on consent to process your personal data. 
However, this will not af fect the lawfulness of  any processing carried out before you withdraw your consent. If  
you opt out, we may not be able to provide certain products or services to you. We will advise you if  this is the 
case at the time you opt out. 

▪ Right to non-discrimination for exercising any of  these rights.   

SUBMITTING A CCPA RIGHTS REQUEST 

We may need to request specif ic information f rom you to help us conf irm your identity and ensure your right to access 
your personal data (or to exercise any of  your other rights). This is a security measure to ensure that personal data is 
not disclosed to any person who has no right to receive it. We may also contact you to ask you for further information 
in relation to your request to speed up our response. 

You may also authorize another individual or business, called an “authorized agent,” to submit rights requests on your 
behalf .  If  you wish to have an authorized agent make a verif iable rights request on your behalf , they will need to provide 
us with suf f icient written proof  that you have designated them as your authorized agent, and we will still require you to 
provide suf f icient personal data to allow us to reasonably verify that you are the person about whom we collected 
personal data.  

We may have a reason under the law why we do not have to comply with your request, or why we may comply with it 
in a more limited way than you anticipated. If  we do, we will explain that to you in our response.   

We will respond to all legitimate rights requests within the timeframe required under applicable law. Note that there are 

restrictions on the number of  times you can exercise some of  these rights.  

RIGHTS UNDER OTHER LAWS 

▪ California’s “Shine the Light” law: California law allows California residents to request certain information 
regarding our disclosure of  personal data to third parties for their direct marketing purposes.  We do not disclose 
your personal data to third parties for the purpose of  directly marketing their goods or services to you unless you 
request such disclosure. 

▪ Nevada residents: Residents of  Nevada have the right to opt-out of  the sale of  certain pieces of  their personal 
data to third parties. Currently, we do not engage in such sales.  

To opt-out, please see Section 12, below, for ways you may contact us.  

 
12.  CONTACT US 

If  you have any questions, concerns, or if  you wish to exercise any of  the rights outlined above, p lease contact us. 

Via email: privacy-requests@generousbrands.com 

Via phone: 800-350-7205 

Via mail: William Bolthouse Farms, Inc. d/b/a Generous Brands  

               7200 E Brundage Lane, Bakersf ield, CA 93307 

 


